Федеральная информационная система   
обеспечения проведения государственной итоговой аттестации обучающихся, освоивших основные образовательные программы основного общего и среднего общего образования, и приема граждан в образовательные организации для получения среднего профессионального и высшего образования (в части приема). Суперсервис «Поступление в ВУЗ онлайн»

(далее – Сервис Приема)

**Инструкция по подключению образовательных организаций к защищенной сети передачи данных 13833 в рамках процесса апробации Сервиса Приема**

1. Настоящий документ (далее – Инструкция) содержит описание процесса подключения образовательных организаций к защищенной сети передачи данных 13833 (далее – ЗСПД), обеспечивающей информационное взаимодействие с Сервисом Приема,выполняемого в рамках апробации.
2. ЗСПД построена на основе сертифицированных средств криптографической защиты информации семейства ViPNet.
3. Настоящая версия Инструкции не является итоговой и может быть уточнена к началу процесса апробации.
4. Конечная версия Инструкции, регламент подключения к ЗСПД, технические условия на подключение к Сервису Приема и шаблоны необходимых документов будут размещены к моменту начала апробации по адресу <https://citis.ru/13833>.
5. Программное обеспечение ViPNet Сlient, используемое для подключения к ЗСПД предоставляется образовательным организациям бесплатно на период апробации.
6. Для начала выполнения процесса подключения к ЗСПД образовательной организации необходимо иметь:

* квалифицированный сертификат ключа проверки электронной подписи, выданный на работника, указанного в заявлении на подключение к ЗСПД (лицо, получающее парольную и справочно-ключевую информацию);
* средство электронной подписи с функцией расшифрования файлов (ViPNet PKI Client, КриптоАРМ или любое аналогичное средство).

1. Общее описание процесса подключения образовательных организаций к ЗСПД
2. Образовательная организация направляет электронную версию заявления на подключение к ЗСПД (далее – электронная версия заявления) по адресу электронной почты 13833vipnet@citis.ru. Электронная версия заявления должна включать в себя следующие файлы:

* файл заявления в формате .doc или .pdf (образец заявления находится в приложении);
* файл квалифицированного сертификата ключа проверки электронной подписи.

1. Техническая поддержка ЗСПД выполняет проверку электронной версии заявления на корректность и полноту заполнения заявления и отвечает образовательной организации о положительном результате проверки или сообщает об обнаруженных недочетах.
2. После получения подтверждения проверки электронной версии заявления образовательная организация направляет почтовым отправлением (или иным удобным типом отправления) вместе с сопроводительным письмом на адрес 123557, Москва, Пресненский Вал, 19, стр. 1 с пометкой «Подключение к ViPNet-сети Апробация» подписанное заявление на бумажном носителе;
3. После получения оригинала заявления техническая поддержка ЗСПД направляет образовательной организации:

* файл, содержащий необходимую для подключения к сети Апробация парольную и справочно-ключевую информацию (далее – dst-файл), – по электронной почте;
* ссылку на скачивание дистрибутива ViPNet Сlient – по электронной почте;
* акт приема-передачи парольной и справочно-ключевой информации на бумажном носителе в двух экземплярах – почтовым отправлением.

1. Dst-файл зашифрован на ключе проверки электронной подписи, содержащемся в квалифицированном сертификате ключа проверки электронной подписи.
2. Образовательная организация расшифровывает dst-файл, выполняет настройку ViPNet Client, подписывает и отправляет во ФГАНУ ЦИТиС акт приема-передачи парольной и справочно-ключевой информации почтовым отправлением (или иным удобным типом отправления).
3. После выполнения пункта 7.6 Инструкции процесс подключения образовательной организации к ЗСПД считается завершенным.

Приложение

к инструкция по подключению образовательных организаций к защищенной сети передачи данных <номер\_сети> в рамках процесса апробации Сервиса Приема

|  |  |  |
| --- | --- | --- |
| *(Оформляется на бланке юридического лица-заявителя)* |  | Директору  ФГАНУ ЦИТиС |
|  | Старикову П.П. |

Уважаемый Павел Павлович!

Прошу Вас осуществить процесс подключения *(наименование юридического лица-заявителя)* к защищенной сети 13833 в соответствии со сведениями о *(наименование юридического лица-заявителя)*, приведенными ниже в настоящем письме.

1. **Сведения о юридическом лице**

|  |  |
| --- | --- |
| Полное официальное наименование юридического лица |  |
|  | *(полное официальное наименование юридического лица, совпадающее с информацией, указанной в выписке из ЕГРЮЛ, доступной на официально ресурсе налогового органа в сети интернет)* |
| Сокращенное наименование юридического лица |  |
|  | *(сокращенное официальное наименование юридического лица, совпадающее с информацией, указанной в выписке из ЕГРЮЛ, доступной на официально ресурсе налогового органа в сети интернет)* |
| ИНН юридического лица |  |
|  |  |
| Адрес |  |
|  | *(данный адрес будет использоваться для отправки акта приема-передачи парольной и справочно-ключевой информации)* |
| Должность руководителя юридического лица |  |
|  | *(указывается должность лица, которое может действовать без доверенности от имени юридического лица)* |
| Ф.И.О. руководителя юридического лица |  |
|  | *(ФИО лица, которое имеет право действовать без доверенности от имени юридического лица)* |
| Документ(-ы), на основании которых действует руководитель юридического лица |  |
|  | *(устав, приказ о головной организации о назначении и т.д.)* |

*(Если настоящее заявление подписал не руководитель юридического лица, то в заявлении необходимо указать реквизиты документов, устанавливающих право лица, подписавшего данное заявление, обращаться в ФГАНУ ЦИТиС от имени юридического лица с целью подключения к защищенной сети передачи данных)*

1. **Сведения о лице, ответственном за процесс подключения к защищенной сети \_\_\_\_\_\_**

*(с этим лицом будут связываться работники уполномоченного подразделения ФГАНУ ЦИТиС для уточнения параметров процедуры подключения к защищенной сети)*

|  |  |
| --- | --- |
| Ф.И.О. |  |
|  |  |
| Должность |  |
|  |  |
| Телефон (рабочий) |  |
|  | *(Номер телефона необходимо указать в формате +7 (ХХХ) ХХХ-ХХХХ)* |
| Телефон (мобильный) |  |
|  | *(Номер телефона необходимо указать в формате +7 (ХХХ) ХХХ-ХХХХ)* |
| Е-mail |  |

1. **Сведения о лице, получающем парольную и справочно-ключевую информацию**

|  |  |
| --- | --- |
| Ф.И.О. |  |
|  |  |
| Срок действия сертификата ключа проверки электронной подписи |  |
|  |  |
| Серийный номер сертификата ключа проверки электронной подписи |  |

Подтверждаю выполнение в информационной системе *(наименование юридического лица-заявителя)*, подключаемой к сети 13833, требований о защите информации в соответствии с действующим законодательством Российской Федерации.

Достоверность предоставленных данных гарантируем. Обо всех событиях, влияющих на параметры подключения *(наименование юридического лица)*к защищенной сети 13833, обязуемся уведомлять уполномоченное подразделение ФГАНУ ЦИТиС.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  |  |  |  |  |
| *(наименование должности руководителя юридического лица-заявителя)* |  | *(подпись)* |  | *(Ф.И.О.)* |

МП